In this chapter we learned about internet security and the different types of threats. We covered phishing email, identity theft, and others, also in the chapter we saw hoe we could avoid falling for these traps with firewalls, so we do not get stuff from unwanted outsiders. Some of these attacks look easy and easy to avoid or not fall for them but one should never be so careless, we could fall for any trap at any moment if we go around thinking nothing could happen to you. Back we I was in middle school a guy I knew sent me some sort of Facebook page where I put my credentials and he was able to see then unencrypted on his side, I knew this person nothing really bad happened then we actually became closer but imagined if this happened in other circumstances another story I would be telling right now. Unfortunately, I have seen people who had had a really bad experience with this, and it is not funny to get your Facebook credential stolen and unknown people have access to your chats where they can do so much in there. 
